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1. Overall description:
ETSI ISG NFV would like to thank 3GPP SA5 for their interest to the ETSI NFV ISG work on VNFM capabilities to handle alarms and events.

Below are the ETSI ISG NFV answers to your questions:

Question #1: Since there can be multiple consumers for alarms produced by VNFM, it is important that all consumers are clear on how VNFM can remove an alarm record from its alarm list. In 3GPP system, the criteria to remove an alarm record is listed in quote below. We would expect VNFM has similar explicitly stated criteria for removal of its alarm records from its alarm list.

Answer #1: We would like to acknowledge the importance of standard specifications being clear on criteria under which the VNFM can remove an alarm record from its alarm list. An explicit criteria (similar to 3GPP defined) under which the VNFM can remove an alarm record from its alarm list is being added to GS IFA010.
	Vnfm.VrVnfFm.006
	The VNFM shall support the capability to keep alarm record(s) in the alarm list unless the criteria (see note 3 and 4) is met. 

	NOTE 1:   Virtualised resource-related fault information on a given VNF results from a collected virtualised resource fault impacting the corresponding VNF/VNFC instance.
NOTE 2:   Virtualised resource-related fault information on a given VNF instance can includes the information related to the alarm (e.g. alarm created, alarm cleared, etc.), alarm causes and identification of this VNF instance and fault details related to the virtualised resources assigned to this VNF/VNFC instance.
NOTE 3:  The criteria that is required to be met before an alarm record can be removed from alarm list: the alarm acknowledgement state is ‘acknowledged’ and the perceived severity is ‘cleared’. 
NOTE 4:  Defining the criteria is to help all the alarm consumers to have the same understanding how the related alarm is removed from the alarm list. 



Question #2: Since EM consumes alarms from multiple producers (one of which is VNFM) and is producer of alarms for its consumers, it is important to know the name-space (scope of uniqueness of alarm identifiers produced by VNFM). We would expect VNFM produced alarm identifiers name-space is local (e.g. alarms identifiers produced by two VNFM instances can over-lap).

Answer #2: We would like to acknowledge that it is important for the alarm consumers to know the scope of uniqueness for alarm identifiers. The scope of uniqueness (name space) of alarms produced by VNFM is local. VNFM cannot use the same identifier for more than one alarm record in its alarm list. Ensuring alarm identifier uniqueness across multiple VNFM instances is considered implementation specific.

Question #3: 3GPP system handles alarms as stateful events. 3GPP system logs stateless events in logs and does not record them in alarm list. We would expect VNFM to handle the stateless and stateful events the same way.

Answer #3: We would like to acknowledge the importance of distinction between stateful and stateless events. The alarms produced by VNFM are stateful and recorded in the alarm list. The Alarm IE (see corresponding maintenance update of IFA008 specification in NFVIFA(17)000095) as defined in clause 9.3.4 of IFA008 has ackState attribute representing the state of the alarm.

Question #4: In 3GPP system, the EM who manages an alarm list can at times lost confidence on the integrity of its managed alarm list and would rebuild its alarm list. After rebuilding its alarm list, EM would broadcast to all consumers that its alarm list has been rebuilt. We would expect VNFM (producer of alarms and manager of its alarm list) would have this service, i.e. notify consumers that its alarm list has been rebuilt.

Answer #4: We would like to acknowledge, that in ETSI NFV MANO system, VNFM may also need to rebuild its alarm list. After rebuilding its alarm list, the VNFM would inform all subscribed consumers that the active alarm list has been rebuilt by using the AlarmListRebuiltNotification produced by the VNFM (see corresponding maintenance update of IFA007 and IFA008 specifications in NFVIFA(17)000275).

Question #5: In 3GPP system, there is a possibility for consumer to acknowledge an alarm. We would expect VNFM to offer this operation to its consumer.

Answer #5: We would like to acknowledge, that in ETSI NFV MANO system, there is a possibility for consumer to acknowledge an alarm by using the AcknowledgeAlarms operation produced by VNFM (see corresponding maintenance update of IFA007 and IFA008 specifications in NFVIFA(17)000274)

Question #6: In 3GPP system, there is possibility for consumer to set the perceived severity state to CLEARED. This is to allow consumer to, in certain situation, to set the perceived severity state to CLEARED and so, if the alarm is acknowledged, the alarm producer can remove the alarm record at its leisure (see bullet 1 for criteria to remove an alarm record). We would expect VNFM to offer this operation to its consumer.

Answer #6: The VR alarms (including those where a VNF instance is the managed object) are managed by the MANO system, while management of all application aspects is out of scope for MANO. We recognize that there could be scenarios where the VR alarm perceived severity from the consumer perspective could be different from the VR alarm perceived severity from the producer perspective. For example, a VR fault, considered to be “low impact” by MANO, causes significant impacts on the application side. We provide a mechanism for an external consumer (outside of MANO system) to communicate the alarm severity as perceived by the consumer – by using the EscalatePerSev operation produced by VNFM (see corresponding maintenance update of IFA008 specification in NFVIFA(17)000285). The VR alarm management responsibility remains in the MANO system. The VNFM’s behaviour upon receipt of the escalation request is controlled by Operator’s preferences (e.g. implementation details, configuration, or policies).

2. Actions:
ETSI ISG NFV asks 3GPP SA5 to take the above information into account in their ongoing work.

3. Date of next meetings of the originator:
16-19 May 2017	NFV#18	Sophia Antipolis, France
11-15 Sept 2017	NFV#19	Denver, CO, USA
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